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”Serverless Aurora MySQL cluster”

In this tutorial, you will learn how to configure and connect to Amazon Au-
rora Serverless. Amazon Aurora is a relational database service with MySQL
and PostgreSQL-compatible editions, which offers the performance and avail-
ability of enterprise databases at a fraction of the cost. Aurora Serverless is a
new on-demand auto-scaling configuration for Aurora which is now generally
available for the Aurora MySQL-compatible edition. With Aurora Serverless,
your database will automatically start up, shut down , and scale up or down
capacity based on your application’s needs — so you’re never paying for what
you don’t use, while still benefiting from Aurora’s high availability, scale, and

speed.
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1

Navigate to the RDS console

In this step, you will navigate to the Relational Database Service (RDS) console
so you can create an Aurora Serverless DB cluster.

Open the AWS Management Console, so you can keep this step-by-step

[ ]
guide open. When the screen loads, enter your user name and password
to get started. Then begin typing RDS in the search bar and select RDS
to open the service console.
_a\\"_’/% Services ~  Resource Groups ~ % Jal
History [ .
RDS RDS
VPG Managed Relational Database Service
Console Home Resource Groups
Clouds AWS Resource Groups lets you search and group AWS resources from multiple services based on their tags.
ElastiCache Systems Manager
AWS Systems Manager is a Central Place to View and Manage AWS Resources
EC2 Laimoda Ririesis
Batch QuickSight 2

Elastic Beanstalk Data Pipeline

AWS Console: Services - RDS



2 Create an Aurora Serverless DB cluster

2.1 In this step, you will use Amazon RDS to
create an Aurora Serverless DB cluster.

a. On the Amazon RDS screen, from the navigation bar on the left, select
Clusters.

.{_,""5 Services v Resource Groups ~ % Jay
Amazon RDS X
Dashboard Resources
Instances
You are using the following Amazen RDS resources in the US East (Ohio) region (used/quota)
DB Instances (0/40) Parameter groups (2)
Performance Insights Allocated storage (0 bytes/100.00 TB) Default (2)
Snapshets Click here to increase DB instances limit Custom (0/100)
Reserved instances Reserved instances (0/40) Option groups (0)
Snapshots (28) Default (0)
Subnet groups Manual (0/100) Custom (0/20)
Parameter groups Automated (0) Subnet groups (3/50)
Option groups Recent events (0) Supported platforms VPC
Event subscriptions (0/20) Default network vpc-d61186be
Events
Event subscriptions.
Create database
Recommendations

‘Amazon Relational Database Service (RDS) makes it easy to set up, operate, and scale a relational database in the cloud.

Amazon RDS: Clusters

b. From the RDS > Clusters screen, select Create database.

aws Services v  Resource Groups v % Jay Ohio ~
Amazon RDS X RDS > Clusters
Dashboard Clusters (0)
Instances. Q 1
Clusters
Performance Insights. DB cluster identifier A Engine Engine version Status Size Type
Snapshots

No clusters found
Reserved instances

Support ~

Main

Amazon RDS: Clusters

c. On the Select engine screen, select Amazon Aurora. In the Edition radi-
obuttons, select MySQL 5.6-compatible. Currently, only the MySQL 5.6 version
is available with Aurora Serverless.



Select engine

Engine options

© Amazon Aurora Preview - Parallel Query MySQL
Amazon Amazon
Aurora Aurora
MariaDB PostgreSQL Oracle
J @ ORACLE
Microsoft SQL Server
\—9_“ Micrascit
2 SQLServer

Amazon Aurora
Amazon Aurora is a MySQL- and PostgreSQL-compatible enterprise-class database, starting at <$1/day.

» Up to 5 times the throughput of MySQL and 3 times the throughput of PostgreSQL
» Up to B4TiB of auto-scaling SSD storage

» 6-way replication across three Availability Zones

» Up to 15 Read Replicas with sub-10ms replica lag

» Automatic monitoring and failover in less than 30 seconds

Edition

© MySOL 5.6-compatible

Aurora Serverless capacity is only available with this edition

My5QL 5.7-compatible

PostgreSQL-compatible

Only enable options eligible for RDS Free Usage Tier  Info Cancel |m

d. On the Specify DB details screen, under Capacity type select the Server-
less radio button.

In the Setting pane, in the DB cluster identifier field enter MyClusterName.

Set the Master username and Master password fields with values of your choice
and store the username and password for further use later.



Specify DB details

Configuration

Estimate your monthly costs for the DB Instance using the AW'S Simple Monthly Calculator.

DB engine

Aurora - compatible with MySQL 5.6.10a

Capacity type Info

Provisioned
You provision and manage the server instance sizes.

Serverless || Info

e minimum and madmum of resources for a DB cluster. Aurora scales the capacity based on database load
{currently available for Aurora MySQL 5.6).

Settings

DB cluster identifier

Type a name for your DB cluster. The name must be unigue across all DB clusters owned by your AWS account in the current
AWS Region.

MyClusterName

The DB cluster identifier is a case-sensitive, but is stored as all lowercase(as in "mydbcluster”). Constraints: 1 to 60
alphanumeric characters or hyphens (1 to 15 for SQL Server). First character must be a letter. Can't contain two consecutive
hyphens. Can't end with a hyphen.

Master username  Info
Specify an alphanumeric string that defines the login ID for the master user.

—

Master Username must start with a letter. Must contain 1 to 16 alphanumeric characters.

Master password  Info Confirm password  Info

]

Master Password must be at least eight characters long, as in
"mypassword”. Can be any printable ASCI character except
T o @

e. On the Configure advanced settings page, in the Capacity setting pane,
you can change the Minimum Aurora capacity unit and the Maximum Aurora
capacity unit settings.

Each Aurora capacity unit is equivalent to a specific compute and memory
configuration. Aurora Serverless will automatically scale between the minimum
and maximium capacity settings based on your cluster’s CPU utilitization, con-
nections, and available memory.

Expand the Additional scaling configuration section. You can disable cluster
pausing by unchecking the Pause compute capacity after consecutive minutes
of inactivity checkbox. Using the hours, minutes, and seconds drop down list
boxes, you can change the length of inactivity time until the cluster pauses. By
default your cluster will pause after 5 consecutive minutes of inactivity.



For this tutorial, you should leave these default values.

Capacity settings

Billing estimate is based on published prices. Learn more E

Minimum Aurora capacity unit  Info Maximum Aurora capacity unit Info
2 v 64
4Gb RAM 122Gb RAM

¥ Additional scaling configuration

Pause compute capacity after consecutive minutes of inactivity Info

You are only charged for database storage while the compute capacity is paused

00 ¥ | hours | 05 ¥ | minutes | 00 ¥ | seconds

Max: 24 hours

f. On the Network Security pane, in the Virtual Private Cloud (VPC) list,
select Create new VPC.

In the Subnet group list, select Create new DB Subnet Group.
In VPC security groups list, select Create new VPC security group. You will
modify this new security group to allow network traffic from your database cli-

ent to access your new Aurora Serverless cluster in a later step.

Select Create database.

Network & Security

Virtual Private Cloud (VPC)  Info
WPC defines the virtual networking environment for this DB instance.

|Creanenevac v | | C |

Subnet group  Info
DB subnet group that defines which subnets and IP ranges the DB instance can use in the VPC you selected.

Create new DB Subnet Group v

VPC security groups
Security groups have rules authorizing connections from all the EC2 instances and devices that need to access the DB
instance.

© Create new VPC security group
) Choose existing VPC security groups




g. The RDS > Clusters screen will load and your MyClusterName cluster
will appear as in the creating status. Click on MyClusterName in the cluster
list to access detailed information about your cluster.

LW% Services ~

Resource Groups ~ *

Ohio +

Support ~

Amazon RDS X

Dashboard

Instances

Clusters
Performance Insights
Snapshots

Reserved instances

Subnet groups
Parameter groups

Option groups

Events

Event subscriptions

Recommendations.

RDS Clusters

Clusters (1)

Q

DB cluster identifier

| myclustername |

A Engine

Aurara MySQL

Engine version Status

5.6.10a @ avallable

Type

Serverless

Maintenance

none

h. The MyClusterName detail screen will load. This screen contains monit-
oring information including the Serverless Database Capacity graph that shows
the number of Aurora Capacity Units in use over time and Recent Events pane
which details scaling and pausing/resume events.

Scroll to the to the Details pane. Record the VPC value and Database end-

point values for use later in the tutorial.

Details

Configuration

ARN

am:aws:rds:us-east-
2:965232351389:cluster:myclustername

DB cluster
myclustername

Port
3306

Status

creating

DB cluster parameter group
default.auroras.6

Resource ID

cluster-

IAM DB Authentication Enabled
No

Capacity settings
Minimum Aurora capacity unit

Not yet available

Maximum Aurora capacity unit

Not yet available

Security and network
VPC
vpe-f Ted

Subnet group

Subnets

subnet-
subnet-
subnet-

Security groups
Security Group sg-

( active )
Database endpoint

myclustername.cluster-¢ us-
east-2.rds.amazonaws.com

Backups

Automated backups
Enabled (1 Day)

Earliest restorable time

Not yet available

Latest restore time
Not yet available

Backup window
06:08-06:38 UTC (GMT)

Maintenance window
wed:09:15-wed:09:45 UTC (GMT)




3 Create a Client Environment with Cloud9

3.1 database client

After creating the MyClusterName cluster, your next task is to create a data-
base client inside the same VPC. To complete this task you will create a Cloud9
environment to use as your database client.

a. From the top AWS Web Console menu, select Services. In the search bar,
begin typing Cloud9 and select Cloud9 to open the service console.

Services ~  Resource Groups v *

History cloud9
Console Home
Cloud9

ElastiCache A Cloud IDE for Writing, Running, and Debugging Code
EC2 EC2 CodeStar Athena
RDS Lightsail &' CodeCommit EMR

Elastic Container Service CodeBuild CloudSearch
Clouds EKS CodeDeploy Elasticsearch Service
VPC Lambda CodePipeline Kinesis

Batch Cloud9 QuickSicht & fk

b. On the AWS Cloud9 screen, select Create environment.

Services -~  Resource Groups -~ %

AWS Cloud9
a cloud IDE for writing,

running, and debugging code

AWS Cloud? allo rite, run, and debug your code with just a browser. With AWS Cloud9,

you have immediate access to a rich code editor, integrated debugger, and built-in terminal with
preconfig WS CLI Y get started in minutes and no longer have to spend the time to m

install local application: nfigure your development machine.

New AWS Cloud9 environment

¢. On the Name environment screen, in the Name field type MyCloud9Env
and select Next step.



ricmcia®amazon.com - 885232351388 / admin (Mot Production Account)

AWS Cloud9 Environments Create environment

Step 1

Name environment Name enVianment

Step 2
Environment name and description
SR Name
L ST i igque per user. You can update it at any time in your environment settings.
My CloudIEny

Description - O

This will appear on your environment’s card in your dashboard. You can update it at any time in your environment settings.

Limit: 200 characters

d. On the Configure setting screen, leave the environment type as Create a
new instance for environment (EC2) and the Instance type as t2.micro.
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Configure settings

Environment settings

Environment type Info
Chonse between creating a new EC2 instance for your new environment or connecting directly to your server over S5H.

I © Create a new instance for environment (EC2)
- = == S i vironment.

Connect and run in remote server (55H)
Display instructions to connect remotely over 55H and run your new environment.

Instance type
© tZ2micro (1 GiB RAM + 1 vCPU)

Free-tier eligible. Ideal for educational Jpers and exploration.

t2.small (2 GiB RAM + 1 wCPU)

Recommended fior small-sized web projects.

mé.large (B GiB RAM + 2 vCPU)
Recommended for production and general-purpose development.

Other instance type
Select an instance type.

t2.nano

Cost-saving setting
Chonse a predetermined amount of time to auto-hibernate your environment and prevent unnecessary charges. We recommend
a hibernation settings of half an hour of no activity to maximize savings.

After 30 minutes (default) v

IAM role
AWS Clowd9 creates a service-linked role for you. This allows AWS Cloud9 to call other AWS services on your behalf. You can
delete the role from the AWS IAM console once you no longer have any AWS Cloud9 environments. Learn more E

AWSServiceRoleForAWSCloudS

e. Because Aurora Serverless DB clusters do not have publically accessible

endpoints, your MyClusterName can only be accessed from within the same
VPC.

To place MyCloud9Env in the same VPC as MyClusterName, scroll down the
Configure setting screen and expand the Network settings (advanced) section.
From the Network (VPC) drop down, select MyClusterName’s VPC which you
recorded step 2h.

Select Next step.
On the Review page, select Create environment.
After your new Cloud9 environment has been created, proceed to the next step.

11



1AM role
AWS Cloud9 creates a service-linked role for you. This allows AWS Cloud9 to call other AWS services on your behalf. You can
delete the role from the AWS IAM console once you no longer have any AWS Cloud9 environments. Leamn more [/

AWSServiceRoleForAWSCloud9

¥ Network settings (advanced)

Network (VPC)

Launch your EC2 instance into an existing Amazon Private Cloud (VPC) or create a new one.

VpC- i —1cd v & [4 Create new VPC ‘
Subnet
Select a range of IP addresses in your VPC to isolate EC2 resources from each other.

subnet-ls o | Non-default in us-east-2a ¥ Cc ‘ [A Create new subnet ‘

12




4 Enable client network access to your
Serverless Cluster

4.1 Enable network access from your Cloud9 en-
vironment to your Serverless DB Cluster.

a. To make navigation easier, load the AWS Web Console in another browser
tab by clicking here. In the new browser window, on the top menu bar, select
Services then type VPC in the search bar and select VPC from the list.

Services ~  Resource Groups - * L Ohio v  Support

History I [ vod I
Console Home VPC
VPC Isolated Cloud Resources -
Clouds EC2 CodeStar Athena Amazon (
RDS Lightsail CodeCommit EMR Pinpoint
Elastic Container Service CodeBuild CloudSearch Simple Er
Ecz EKS CodeDeploy Elasticsearch Service
ElastiCache Lambda CodePipeling Kinesis
Batch Clouds QuickSight @d] Busines:
Elastic Beanstalk X-Ray Data Pipeline Alexa for

AWS Glue Amazon (

b. On the VPC Dashboard page, in the left navigation select Security groups.

In the Group Name column, find the security group that begins with aws-
cloud9-MyCloud9Env. Note the Group ID of this security group.

As an example, in the screen shot to the right, you would note the security

group that ends with 7431. Your Group ID will be different than is pictured in
this screen shot.
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Services ~  Resource Groups ~ \ Ohio ~

VPC Dashboard . Security Group Actions v <

Filter by VPC:

Q Selecta VPC Filter All security groups v Q Search Security Groups and t X 110 4 of 4 Sec
N:~ GroupiD - Group Name - vpe - Description

Virtual Private Cloud

sg- rds-launch-wizard v Created from the RDS Management
Your VPCs

sg- default vpe default VPC security group
Subnets

| so- 7431 | Iawc\oudQ—MyC\oudQEnv— . | vpe- ficd Security group for AWS Cloud9 envit

Route Tables a0 default vpe- default VPC security group
Internet Gateways

Egress Only Internet
Gateways

DHCP Options Sets
Elastic IPs
Endpoints

Endpoint Services
NAT Gateways

Peering Connections

Security

Network ACLs

Select a security group above

c. In the list of security groups, select the security group that begins with
RDS-Launch-Wizard.

Then select the Inbound Rules tab.

Then select Edit.

VPG Dashboard Security Group Actions ¥ ]
Filter by VPC:
Q Select 2 VPC Filter All security groups ¥ Q Search Security Groups and t X 11o 4 of 4 Security
N:+ GroupID ~  Group Name - | vee ~ | Description -
Virtual Private Cloud
a sg vpe: Created from the RDS Management Con.
Your VPCs
sgd default vpe default VPC security group
Subnets
sgt aws-cloud-MyCloud9Eny- . vpe Security group for AWS Cleud? environ...
Route Tables . default vpe- default VPC security group
Internet Gateways

Egress Only Intemet s5g-027cebBasbdcbdbbe

Gateways
DHCP Options Sets Summary Outbound Rules Tags
Elastic IPs
Endpoints

Type Protocol PortRange Source Description
Endpoint Services

MySQLrAurora (3306) TGP (6) 3306 52.95.4.10/32

NAT Gateways

Peering Connections

Security
Network ACLs

Security Groups

d. In the Inbound Rules tab, select Add another rule.

In the Type column, select MySQL/Aurora (3306) from the drop down list.

14



Then click into the Source column field and a drop down list will appear. Select
the security Group ID that you noted in step 4b. Then select Save.

As an example, in the screen shot to the right, from the list you would select
the security group that ends 7431. Your specific Group ID will be different than
is pictured in this screen shot.

aws

VPG Dashboard
Filter by VPC:
Q, Selecta VPC

Virtual Private Cloud
Your VPCs

Subnets

Route Tables

Internet Gateways

Egress Only Internet
Gateways

DHCP Options Sets
Elastic IPs
Endpoints
Endpoint Services
NAT Gateways

Peering Connections

Security
Network ACLs

Security Groups

Services v  Resource Groups ~ *

P Create Security Group Security Group Actions v

Filter All security groups ~ Q Search Security Groups and t X

Ni~ GrouplD
e sg-

sg-

sg-

sg-

sg-027ceb8adbdcbdbée

Summary Inbound Rules

|

Type Protocol

MySQL/Aurora (3306) 5 | TCP (6)

MySQL/Aurora (3306) + | | TCP (8)

Add another rule

Group Name

rds-launch-wizard

default

aws-cloud9-MyCloudSEnv-1

default

Outbound Rules

15

Tags

PortRange = Source

3306

3306

pl-—
pl-

jay Ohio ~
)
[}
1to 4 of 4 Sec!
- wpe - Description
vpe- Created from the RDS Management
vpe- default VPG security group
. wvpe Security group for AWS Cloudd envir
vpe- default VPG security group
Description Remove
o
2]

| com.amazonaws.us-east-2.dynamodb

| com.amazonaws.us-east-2.53



5 Connect to your Aurora Serverless DB
Cluster

5.1 In this step, from your Cloud9 environment
you will access your Aurora Serverless DB
cluster.

a. Switch back to your MyCloud9Env browser window.

In the bash terminal tab in MyCloud9Env, type in the following command.

Substitute your Master username and database endpoint for the values in the
command and press Enter.

mysql —user=[your Master username] —password -h [your database
endpoint]

When prompted, enter your Master password and press Enter.

You should now be connected to the MyClusterName Aurora Serverless DB
cluster!

4 AWSCloud9 File Edit Find View Goto Run Tools Window Support Preview

MyCloudSEny 0
README.md

Developer Tools

AWS Cloud9

Welcome to your development environment

Commands Navigate Environment

AWS Cloud9 allows you to write, run, and debug your code with just a browser. You
can , write code for
with others in real time, and much more.

Getting started

mysql - "ip-172:3 < Immediate

adnin: ment § mysql --user= --password -h myclusternane.cluster- -us-east-2. rds. anazonans. con
Enter pass
Helcore to
Your MysQL
Server ver

MySQL monitor. Cormands end with ; or \g.
ection id is 11

: 5.6.10 HySQL Communt ty Server (8]

Copyright (c) 2089, 2018, Oracle and/er its affiliates. ALL rights reserved.
Oracle is a registered tradenark of Oracle Corporation andjor its
affiliates. Other names may be trademarks of their respective

owners.

Type 'help;' or ‘\h' for help. Type ‘\c' to clear the current input statement.

nysal> Il

b. You can issues commands to the Aurora Serverless DB cluster using the
connection you have established. For example, you can show the databases on
the server by pasting the following command into the MyCloud9Env bash tab:

show databases;
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mysql - "ip-172-3 = Immediate X
admin:~fenvironment $ mysql --user=} --password -h myclustername.cluster- us-east-2.rds.amazonaws.com

Enter password:

Welcome to the MySQL monitor. Commands end with ; or \g.
Your MySQL connection id is 8

Server version: 5.6.18 MySQL Community Server {GPL)

Copyright {c) 2066, 2018, Oracle andfor its affiliates. ALl rights reserved.
Oracle is a registered trademark of Oracle Corporation andjfor its
affiliates. Other names may be trademarks of their respective

OWNErs.

Type ‘help;' or '\h' for help. Type '\c' to clear the current input statement.

Inysq'L} show databases;l

| information_schema |
| mysql |
| performance_schema |

3 rows in set {8.81 sec)

mysql= I

Congratulations!

You have created, connected to an Aurora Serverless DB cluster. To experience
the real benefits of Aurora Serverless, connect it to your applications with vari-
able or infrequently use, dev/test environments, multi-tenant applications and
other apps that can benefit from on-demand auto-scaling.
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